
PROTECTION OF PERSONAL DATA 
 
Mindston Capital (hereafter referred to as ‘Mindston Capital’ or ‘us’) collects and processes information which can identify you directly or indirectly (Personal Data). 
This Personal Data protection policy (the ‘Policy’) applies to all of the methods used for collecting data by Mindston Capital, including our website. 
 
This Policy describes the Personal Data that we collect, the purposes for which it is processed, and the legal basis for this handling, as well as all other necessary 
information in order to ensure the fair and transparent processing of your Personal Data when we are acting in the capacity of an entity responsible for data processing, 
specifically when we determine why and how your Personal Data is being processed. 
 
This policy is published in accordance with the legal information obligations shown in EU General Regulation (EU) 2016/679 from the European Parliament and the 
27th April 2016 Committee on the Protection of Data, in effect since 25th May 2018 (‘GDPR’), and in the French regulations which complement it1. 
 
PERSONAL DATA WHICH WE COLLECT AND THE PURPOSES FOR WHICH IT IS USED 
 
Mindston Capital agrees to collect and process the information provided in accordance with the principle of minimisation, limiting the collection of Personal Data to 
information that is strictly necessary for the purposes it is being used for. In this respect, we collect the following Personal Data:  

 

- Contact Informa�on: we collect this Personal Data in order to be able to reach you and/or speak with you at your request for communica�on and marke�ng 
purposes, where appropriate. In par�cular, some of Mindston Capital’s web pages allow you to give your Personal Data to us. We can use these contact details to 
provide you with the informa�on that you have requested, and answer any of your requests or any queries and take any other measure required in order to inform 
you about our business. This informa�on may include your name and family name, �tle (Mr/Mrs), email and postal address, landline or mobile number, and any 
other informa�on which you provide us with. 

- Preferences: this type of informa�on helps us to understand your interests in our business and our services, and in par�cular your interests with regard to our 
investment products described on our website or any other publica�on from Mindston Capital. This informa�on is par�cularly essen�al to us as part of the steps 
we take in our marke�ng and sales strategies. That may therefore include informa�on about your preferences regarding investment and your desire to receive 
marke�ng informa�on related to a specific area of the property industry. 

- History of transac�ons and services: this Personal Data is necessary in order to provide you with the services that you have requested, and in order to 
defini�vely confirm your instruc�ons. That therefore includes your requests and instruc�ons, transac�ons carried out and any records related to these, as well as 
poten�al claims. 

- Compliance: we process your Personal Data in order to meet legal, regulatory, and fiscal obliga�ons incumbent upon Mindston Capital. In par�cular, within the 
scope of our compulsory process of ‘knowing your client’ and the preven�on of money laundering (PML), Mindston Capital can carry out audits before pu�ng in 
place any business rela�onship, and can then do so throughout this rela�onship. Mindston Capital can also assist the relevant regulatory authori�es as part of the 
monitoring, screening and checking of transac�ons. This process may include the recording and storage of correspondence and messages between us (including 
incoming and outgoing calls, emails, instant messages, exchanges on social media, and any other type of communica�on). 

 
If you do not wish to provide us with this information, it may be the case that we are unable to honour our contractual engagements towards you. We will specifically 
inform you when the supply of your Personal Data is necessary and will remind you of the consequences on our business relationship if you do not provide us with it. 
 
LEGAL BASIS FOR THE PROCESSING OF YOUR PERSONAL DATA 
 
When we process your Personal Data, we do it based upon a lawful excuse (or legal basis) for this processing, such as: 

 

- In the execu�on of a contract: the processing is necessary in order to take pre-contractual measures at your request, or to give effect to your contract with 
Mindston Capital (for example, as part of the distribu�on agreements) ; 

- Respec�ng a legal obliga�on: the processing is necessary in order to ensure our compliance with a legal or regulatory obliga�on (for example, crea�ng your 
client file, managing computer security, publishing informa�on as required by a regulatory authority, complying with PML requirements, or any other similar 
regulatory obliga�ons) ; 

- In the protec�on of our legi�mate interests: processing is carried out for the purposes of our legi�mate interests as a company when your own interests, 
freedoms and fundamental rights do not take precedence over our interests (for example, to evaluate new investment opportuni�es, to manage disputes); or 

- Consent: the processing is based upon your prior consent (for example, in order to send you business and marke�ng informa�on as set out above). 
 

SOURCE OF PERSONAL DATA 
 
In the first instance, this Personal Data has been provided by you (for example, through emails that you send to us or over the telephone). 
 
We may from time to time receive Personal Data about you originating from a third party, for example other clients or partners. 
In certain circumstances, your Personal Data can be collected indirectly through monitoring equipment, or by other means (for example, email tracking and monitoring 
systems, the recording of telephone conversations and access logs to the website). 
 
STORAGE OF PERSONAL DATA 
 
We store your Personal Data for a period of time which does not exceed that which is necessary with respect to the purposes for which it is processed, which generally 
means the period during which we have a business relationship with you. We can store your Personal Data for longer periods of time equivalent to a prescribed legal 
duration, or to establish, exercise or defend a legal right. 
 
However, in the event of Personal Data being obtained for purposes of business development, and which has not led to the conclusion of a contract, we will only store 
your data for a period of three (3) years following our last contact with you. 



 
ACCESS TO PERSONAL DATA 
 
We can be required to divulge your Personal Data when it is authorised by law, and only when strictly necessary, to the following third parties: 

- Service providers assis�ng us as part of our marke�ng opera�ons and for the purpose of customer service ; 

- Consultancies (consultants, auditors, lawyers, and others) and insurers ; 

- Partners, dealers, wealth management advisors ; 

- Technical support service providers, such as those carrying out the hos�ng and maintenance of our website ; 

- Companies allowing us to maintain, process, or carry out your transac�ons and accounts, including companies performing administra�ve, accountancy, and 
financial services for our account. 

 
Mindston Capital expects that these third parties process all Personal Data which is passed on to them in accordance with the applicable laws, including with respect 
to the security and confidentiality of data. 
 
When these third parties act in the capacity of a ‘sub-contractor’ in the GDPR sense, they are carrying out their roles for our account and according to our instructions 
for the purposes mentioned above. When this situation arises, your Personal Data will only be divulged to these third parties to the extent necessary for the provision 
of the required services. 
 
Furthermore, we can share Personal Data with national authorities (regulatory or governmental, tax authorities and the Bank of France) in order for us to comply with 
a legal obligation to which we would be forced to comply. The same applies in the event of any pending or imminent legal proceedings or regulatory audit. 
 
ABSENCE OF PERSONAL DATA TRANSFERS OUTSIDE OF THE EEA 
 
Your Personal Data is processed and stored exclusively within the European Economic Area (EEA). 
 
SECURITY OF YOUR PERSONAL DATA 
 
We make use of physical, technical and administrative security standards that have been designed to protect your Personal Data from any loss, leak or improper use, 
alteration, destruction or damage. 
 
We take measures to limit the access to your Personal Data to persons who strictly need to access it for one of the purposes listed in Article 1. 
 
Nevertheless, no information sent over the Internet can be entirely secure and free from error. In particular, the sending of your Personal Data by email or through our 
website may in some cases not be secure. We encourage you to check the conditions in which you are sending this data before doing so, making sure you also check 
the way in which you protect your communications and devices. 
 
YOUR RIGHTS 
 
You hold the following rights regarding your Personal Data: 

- The right to access your Personal Data, as well as the right to have it corrected (in other words that it be rec�fied) if it becomes clear that it is inadequate, 
incomplete or inaccurate ; 

- The right to receive your Personal Data in a structured, commonly used format that is machine-readable, as well as the right to ask us to pass it on to another 
en�ty responsible for its processing when that is technically possible, and in certain circumstances; 
<span “>– The right to request that your Personal Data be deleted in certain circumstances; 

- The right to put a limit on how we process your Personal Data (specifically to only permit that it be held), in certain circumstances. When your Personal Data is 
subject to such a limit, we will only proceed with processing it with your consent, or for the establishment, exercise or defence of legal claims or rights, or for 
regulatory purposes ; 

- The right to set general guidelines or special instruc�ons rela�ng to the conserva�on, removal, and forwarding of your Personal Data a�er your death. 

- In the event of your Personal Data being processed on the basis of your consent, you have the right to withdraw your consent at any �me, namely by clicking on 
the unsubscrip�on link shown within each of our business emails without it viola�ng the legality of data processing based on consent given before this withdrawal. 

- When data processing is carried out for marke�ng purposes, you have the right to object to it at any �me; 

- When processing is based upon Mindston Capital’s legi�mate own interests, you also have the right to object to it. When this happens, we must stop processing 
your data unless we are able to demonstrate that legi�mate and pressing reasons exist for processing it which take precedence over your interests, rights and 
freedoms, or when we need Personal Data for the establishment, exercise and defence of legal rights. 

 
To exercise your rights, you can contact us at the following address: Mindston Capital, 71 rue de Miromesnil, 75008, Paris or by email: info@mindstoncapital.com. 
 
However, regarding PML data processing, you will need to exercise your rights of access with the French National Commission on Informatics and Liberties (CNIL) as 
part of the indirect right of access procedure. 
 
You also hold the right to lodge a complaint with the CNIL if you feel that the processing of your Personal Data violates the applicable laws. 
 

1 Particularly (i) the 20th June 2018 law n°2018-493 relating to the protection of data, amending the 6th January 1978 law n°78-17 (amended in 2004) known as the 
‘Information Technology and Freedoms’ law, as well as (ii) the 1st August 2018 decree n°2018-687 amending decree n°2005-1309 of 20th October 2005 (amended in 
2007). 
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